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1. Ku6ep6e3onacHocTb, HH(pOpMaInMOHHAsI 0€301IACHOCTH

KubepOe3zonacHocTh, uHpOpMaIMonHas Oe3omacHocTh (manee WB) -
JEHUCTBUS CTPATETHYECKOTO XapaKTepa, HalpaBJICHHbIC HA 3aIUTy WHPOPMAINH U
KOMMYHUKAITII TP TIOMOIIH PsiJia IePEAOBBIX HHCTPYMEHTOB, TTOJIUTHK U TIPOIIEC-
COB.

KubepOe3onacHOCTh HaXOJUTCA B 30HE OCOOOTO BHUMAHMS KaK OOBIYHBIX
MOJIb30BaTeNCH, TaKk M pa3HbIX opranu3anuil. [1o oOmKM JaHHBIM, O€30MaCHOCTD
JAHHBIX B TIOCIEAHUE CEMb JIET BXOJUT B YHCIIO TJIaBHBIX 3a1a4 [T-noapaznenenuit
koMranuii. CoBpeMeHHbIE KUOEpYyTrpo3bl ropas3io CI0KHEE U HAMHOTO CEepbe3HEe,
4YeM MBI TOTOBBI cebe npenicTaBuTh. OHU aTaKyIOT KPYITHBIE U MaJible TIPEANPUSATHS
KPUTHUYECKON MH(DPACTPYKTYPHI, SJHEPTETHUECKOTO CEKTOpa, (PMHAHCOBBIC OPTaHU-
3allM, TPAHCIIOPTHBIC U JIOTUCTUYECKHE KOMIAHUHU, MEIUIIMHCKHE U (hapMaKoiIo-
rudeckue Gupmbl, codpTBepHbIe KOMIMaHUU. DaKTUYECKU HUKTO OT HUX HE 3alllu-
LIEH.

3a mocaeaHue IeCATh JET MUP XaKepoB TPAHCHOPMHUPOBANICS: €CIIA PaHBIIE
XaKephl ACHUCTBOBAIH, KaK MPaBUJIO, IIOOAMHOYKE, CTPEMSCh MTPEB30UTH KOHKYPEH-
TOB M MMOKa3aTh JJUYHOE MPEBOCXOJICTBO, TO CEHYAC OHM OOBEAMHSIOTCS, CO3TAIOT
TPYIIIAPOBKY 10 BCEM TIPaBUIaM KOPIIOPATHBHOTO MEHEKMEHTA.

1.1. IIpodeccnonaibHAsi TEPMUHOJIOTUS

APT-yrpo3a, APT-artaka - cjl0KHasi, TEXHOJOTUUECKH MPOJBUHYTAsl aTaka,
HaIpaBJeHHAs Ha MOJIy4YeHHE KOH(PHUICHIIMAILHBIX JaHHBIX B TCUEHUE ITUTEIHHO-
ro Mepuo/a.

PesepBHBIC KOMMM - KOMUW Balux (paiyioB, KOTOpbIE COXPaHAIOTCS Ha cep-
BEpE, JKECTKOM JIUCKE, KOMITBIOTEPE WIIM CbEMHOM JUCKE Ha TOT CIy4ail, €CIu OpH-
TUHAJIbl OKaXXYTCS YTEPSHBI.

OO0J1ayHbIC BBIYMCIICHUSI, BEIYUCICHUS B O0JaKe - BHIYUCIUTEIHHBIE CEPBU-
Chl, IPEJIOCTABIISIEMBIE C YJIaJIEHHBIX CEPBEPOB.

YTeuka JaHHBIX - HECAHKIIMOHUPOBAHHBIN IOCTYT K JIAHHBIM.

[[IndbpoBanue - TpaHcHopMaIus JaHHBIX C LEJIbIO UX COKPBITHS.

VYrupapieHue puckaMy OpeANnpUsITUS - KOMIUIEKCHBIN MOJIX0J K 3alUTe aK-
TUBOB KOMIIAHUM ITyTEM BBISIBJICHUS] PUCKOB, MPUHSITUS KOHTPMEDP U pearupoBaHUS
Ha yIpo3bl B pEKUME PEATBHOTO BPEMEHH.
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MeskceTeBoii dkpaH ((aipBoiui, OpaHaIMaydp) - armapaTHOe WK IPOrpaMM-
HOE pElIeHre, HAallPaBJICHHOE Ha OJOKMPOBAHKE JOCTYIA B CETh ISl HEXKeIaTellb-
HBIX [10JIb30BaTENCH.

Xakep - 4eI0BeK, KOTOPhIA CO 3II0YMBIIUICHHBIMA HAMEPEHUIMHU HaPyIIaeT
paBuia O€30MACHOCTH IS IOJYYEHHS JOCTYIIA K JaHHBIM.

Cucrema npenorspamenus sropakennii (IPS, intrusion prevention system) -
mporpamMma, KoTopas pacro3HaeT U OJOKHPYeT JCHCTBHUS XaKepOB, HAIPABICHHBIC
Ha MOJIyYeHHUE JOCTYIA K BallleMy KOMITBIOTEPY HJIH JaHHBIM.

VPN (BupTyanpHas yacTHas ceTh, virtual private network) - 6onee Oe3omac-
HBIH CI10CO0 moaydyeHus A0cTyn K CeTH MyTeM MapIIpyTH3AIlMH BaIllero COeIuHe-
HUS Yepes3 CIEeHaIbHbIN CepBep, KOTOPBIH CKPHIBAET BAIlle MECTOIOJIOKEHHUE

2. Knaccupuranusi Bpegonocuoro IO u MeToabl 321U THI

Kubeparaku 10Ka3bIBAIOT: €CIIN 331aTHCS 1IENIbI0, MOKHO TIOJTYYUTh TOCTYII K
mo0oi1 opranuzanuu. Bonpoc Toibko B MeTogax U 3HaHugX. Kubepyrpossl ObiBa-
10T Pa3HbIMU, HO 1I€JIb Y HUX OJIHa— HAHECTHU BPE/l CUCTEME U MOJIb30BATEISIM.

KnaccuduimpoBats ux HEOOXOAUMO JI TOTO, YTOOBI (D (PEKTUBHO BHIOPATH
MHCTPYMEHT JIJIsl UX YCTPAHEHUsI WK TTPEIOTBPAICHUSI.

Kubepyrpo3sl MOXKHO YCIOBHO pa3leluTh Ha JBE TPYIIbI - BHEIIHUE U
BHYTpPEHHHUE.

Cpeny MHOTOYHCIICHHBIX BHEIIHUX YTPO3 MOKHO BBIJICITUTH TAKHE:

1) Bpenonocnoe I1O: BHeapsieTcs B cucTeMy 0e3 pa3pelleHus U 4acto 0e3
BEJIOMa MOJIb30BaTeNIeH, MOXKET “‘CIMBaTh’ KOH(PUACHIMAIbHYIO HUHpopMaluio. B
OOJIBIIIYIO CEMbIO BPEIOHOCHBIX I1O “Jlaboparopus Kacnepcko-
ro” BKJIIOYAET TPOSHBI, BUPYCHI, YEPBU, MPOTPAMMBI-IIITHOHBI, hoaX-mporpaMMel,
MaWHEPBI, CIIaM U JIp.;

2) Boimorareu (OHU XK€ — MU(PPOBAIBIIMKK, aHTJ. ransomware): pa3Ho-
BUJIHOCTH BpenoHocHoro [10. Baeapstorcs B cucteMy, mudpyroT dhaiipl, a ToToM
BBIJIAIOT COOOIICHHE TMOJIH30BATENIO, YTO BBINLIIOT KIFOU pAcIu(PpPOBKH 3a BBIKYTI.
Jlaxxe ecnu coOpaTh U IEPEUUCTUTH TPeOyeMyIo CyMMY BBIKYTIa, HU paciingpoBaTh
(haiibl, HU BOCCTAHOBUTH CUCTEMY BaM HE YJACTCH;

3) Pyrkutsl (anri. Root kit): cnennansaoe [10, ckpbiBaroliiee OT MoJib30Ba-
TeJIsl MPUCYTCTBUE B3JIOMIIUKA B CUCTEME WJIM HAJTUYME BPEIIOHOCHBIX MPOTPaMM;

4) ®umuHr (anra. Phishing): Hanbonee mpocToi, HO oueHb 3P PEKTHBHBIHN
METOJT KHOepaTaku — pacChlIKa IJIEKTPOHHBIX MHCEM WA COOOIIEHUI B MECCEH-
JDKEpPbl, IMATHPYIONTUX COOOIIEHUS U3 HAJAC)KHBIX HCTOYHUKOB. B pe3ynbrare ku-
OCpMOIIICHHUKH TTOTYYaroT JOCTYI K JIUYHBIM JTaHHBIM T0JIb30BaTeNs. B ciydae ¢
YaCTHBIM JIUI[OM 3TO MOJXKET NMPUBECTH K (PMHAHCOBBIM IMOTEPSM, IPU TAKOW aTake
Ha TT0JIh30BaTE/ IS KOPIOPATUBHON CETH 3JIOYMBINIJICHHUKH TOTYYaroT JOCTYH K CH-
CcTeMe KOMITaHUH;

5) CouumaabHasi mHKeHepus (anria. Social engineering): TakThKa KuOep-
MOIICHHUKOB, SKCIUTyaTUPYIOIIAs YeJIOBEYECKHE Ka4eCTBA — JOBEPUUBOCTh, CTPaX,
JIeHb. JTU aTaKd MOTYT OBITh 3aMaCKHUPOBAHBI MOJ] MPOCKOBI IEPEUUCITUTD JCHBIH
Ha JICYCHUE WJIU CJeNaTh MOKEPTBOBAHHUE B TMOJB3Y OJaroTBOPHUTENIBHOTO (OHIA,


https://support.kaspersky.ru/614#block8
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MO0 UMUTHPYIOT OUIIMaIbHOE 00pallieHrne ¢ TpeOOBaHUEM IIPEIOCTaBUTh MEPCo-
HaJbHBIC JIAaHHBIE JJI IOCTyNa K pecypcam. OueHb 4acTo MOoJIb30BaTeNH MpeHeope-
raroT IpOBEepKOi (PAKTOB, UTO UTPAET HA PYKY 3JTO0YMBIIICHHUKAM;

6) DDoS-araka (a00peBuatypa ot anri. Denial of Service, “oTka3 B o0ciy-
KUBAHUU): OJHOBPEMEHHAs] MHOKECTBEHHAsl OTIPaBKa MHTEPHET-3aIIPOCOB K CH-
cTteMe (Kak MpaBuiio, 00TaMH), YTO B UTOre OJIOKUPYET MOCTYI K 3TOM CUCTEME
T0OPOCOBECTHBIM MOJIB30BATEIISAM;

7) Ikcnaoiit (anra. Exploit): mporpaMMHBIH MPOIYKT, SKCILTYyaTHPYIOIINH
yszBumoct B I1O mns ocymiectBienus: kubeparakd. MoxeT NelCcTBOBAaTh Kak
u3BHE (remote exploit), HampsAMYI0 W3 UHTEPHETA, O€3 MPEIBAPUTEIHLHOTO JOCTYIIA
K aTaKkyemou cucteme, Tak u u3HyTpu (local exploit), 3amyckasch B aTaKOBaHHOU
CUCTEME C MCITOJIb30BAaHUEM TIPEIBAPUTEIHLHO MOMYYEHHBIX TpaB. L{ens araku, kak
MIPaBUJIO, TIOJIYYCHHUE IMOJTHOTO KOHTPOJISI HaJl CUCTEMOH (IpaBa Cyneproab30BaTe-
JI51) WK HapylieHue (PyHKIIMOHUPOBAHUS CUCTEMBI;

8) borHer (anri. Botnet): 00beMHEHHBIC B €IUHYIO CETh KOMIIBIOTEPHI, HH-
¢unupoBanHbie BpeaoHOcaMu. OOBIYHO SBISIETCSI MHCTPYMEHTOM JJIsi CKPBITOTO
OCYIIECTBICHUSI JIPYTUX Xakepckux aeictBuii — DDO0S-atak, ¢ummbra u crnam-
pacchuUIoK U T.1. [Ipu 3TOM BiIaieNblibl TAKUX KOMITBIOTEPOB Yallle BCETO HE 3HAIOT,
YTO WX MAIIMHBI UHOUIIMPOBAHBI U UCTIOIB3YIOTCS B IPOTUBOIIPABHBIX LIETISX.

BHyTpeHHme yrpo3sl KuOEpOE30MacHOCTH — 3TO Pa3HOOOpa3HbIC YSI3BUMO-
ctu B [1O u apXuTekType CUCTEM U MPOCTOM UesioBeUeCKui (paktop.

KommnekcHblid moaxon k peanusanuu Wb 3akimroyaercss B TOM, 4TO 3alIUTY
HEOOXOMMO OCYIIECTBIISITH HAa TPEX KIIFOUEBBIX YPOBHIX — MEPCOHAN, ITPOIECCHI
TEXHOJIOTHH.

IlepcoHasl KOMNAHUM: ITOJH30BATEIN JTOJDKHBI 3HATh M YETKO COOIIOJATh
OCHOBHBIC Mepbl WH(OPMAITMOHHONW O€30MMacCHOCTH: HAJIe)KHBIC TapOv, BHUMA-
TEJIbHOE OTHOIIECHUE K BJIOKEHUSM B JIEKTPOHHBIX MHUChMaX, PE3epPBHOE KOMHUPO-
BaHME JJAHHBIX, Pa3yMHOE UCIOJIH30BAHUE BHEIITHUX WHTEPHET-PECYPCOB C paboUnX
YCTPOMCTB U AP.

bu3Hec-nponecchbl 1 HOPMATHBHAS pPerjiaMeHTaIUsi: HEOOXOANUMO paspa-
6otath 0a30BBI HAOOP MEPOMPUATHI TIO TMPOTUBOJCHCTBUIO aTaKaM MPEANPUHHU-
MaeMbIM U YCIICIIHO OCYIIECTBIEHHBIM. B HEM MOIKHO OOBACHATHCS, KaK OMpe/ie-
JSATh aTaKW, 3alHMINaTh CHCTEMBI, BBISBIISATh YTPO3bl M MPOTHBOJACHCTBOBATh UM, a
TaK€ BOCCTAHABIMBATH PaOOTOCIOCOOHOCTh PabOUMX CHCTEM IOCE OCYIIECTB-
JICHHBIX aTak.

TexHogorum: kiroueBoe 3BeHO B cucreMe Mb. OCHOBHBIE KOMIIOHEHTHI, KO-
TOPBIC JIOJDKHBI OBITh 3aIIUIIEHBI, — TaK HAa3bIBAEMbIE KOHCUHBIC YCTPONCTBA: KOM-
MBIOTEPBI, UHTEIUICKTYaJIbHbBIC YCTPONUCTBA U MapIIPYTH3ATOPhI, CETH U OOJIauHast
cpena. Haubomnee pacmpocTpaHeHHBIE TEXHOJOTHH IS 3alUTHl 00OPYIOBaHUS —
OpanaMayapsbl, punsTparnus DNS, antusupycnoe [10, permenus 1yist 3auThl dJ1eK-
TPOHHOUW MOYTHI.

OmHUM 13 DJIEMEHTOB CUCTEMbI KHOep3aIuThl HHPOPMAITMOHHOTO TIEPUMET-
pa opraHu3anuu A0HKkeH ObITh ayauT Ub. Aynut ObiBaeT BHEMIHUM (TIPOBOJUT He-
3aBUCUMBIN TOJPSIYUK, KaK MPABUIIO, PA30BO) U BHYTPEHHUM (OCYIIECTBIISETCS
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coTpynuukamu Wb xoMmanuu Ha mocTossHHOM ocHOBE). B ujeane o6a Buja ayaura
JIOJDKHBI COYETaThCS U JieNaTbes peryisapHo. Llemn ayaura:

. HccnenoBanue W OIEHKA YPOBHS 3alIUIIEHHOCTH WH(POPMAITMOHHBIX
CUCTEM KOMITaHWHU Ha TeKYIIH MOMEHT;

. OmnpeneneHne ysa3BUMOCTH, TTOJIBEPKCHHBIE PUCKY PECYPCHI, TOTCHIIH-
aJIbHbIE KHOEPYTPO3HI;

. O1eHnTh TOTCHIIMAIbHBIE YOBITKH, MPU COBEPIIEHHON KuOepaTake u
[IeHa BOCCTAHOBJICHUS;

. Breinenuts TpHOPUTETHI BHEAPECHUS MEPOIIPUATHN 10 3aIMUTE CHCTEM
1 uHopmaIuy;

. MUHUMU3UPOBATh PUCKU U OLEHUTHh PEHTA0EIBLHOCTH MEp KuoepOes-
OTIaCHOCTH.

3. Camble H3BeCTHBIE BHUPYCHI HAHECIIINE 00JIbIIIOM YPOH

MORRIS WORM - «Benukuii 4epBb», HIMEHHO TaK Ha3bIBAIOT MEPBBINA CETE-
BOM UepBb XaKkephbl Bcero Mupa, B 1998 rony mapanuzosan 10% Bceit undpactpyk-
Typel ARPANET. Crygent MIT PoGept Moppuc co3nan nepByto KOMIbIOTEPHYIO
mporpamMmy, KOTopas CKaHHpOBaja CeTh, KOMUPOBasia ce0s1 Ha KOMITbIOTEPHI U TIbI-
Tajack Mo100paTh MapoJiv K cucteme 1o ciosapro u3 400 cios.

UYepnoObuis win CIH - KOMIBIOTEpHBIN BUPYC, CO3JaHHBIM TaWBaHbCKUM
ctyaeHToM Ysup MH Xao B utone 1998 roga. Paboraer TOMbKO HAa KOMIBIOTEpaxX
oy ynpasieaueM Windows 95/98/ME. Cuutaercss OJHUM M3 CaMbIX OMACHBIX M
pa3pylIUTENbHBIX BUPYCOB, TaK KaK MOCJE aKTUBALMU OH CIOCOOEH MOBPEAHUTH
nanHbie MukpocxeMm BIOS 1 yHUUTOXUTH BCIO HHPOPMAITUIO C KECTKUX JUCKOB.

ILOVEYOU - IlepBblii KOMITBIOTEPHBIA BUPYC, UCTIONB3YIOMIHA MEXaHU3MbI
COLIMAJIBHOM MH)KEHEPUU MO3BOJIMII €r0 CO3AaTelIsIM 3a Mapy JHEW 3apa3uTh OKOJIO
3 MJIH KOMIBIOTEPOB MO BceMy Mupy. Eciu Bam KommbroTep ObUT 3apaxkeH, TO
CKPHIIT, UCIIOJIb3Ys Ballly TIOYTOBYIO aIpECHYI0 KHHTY, TIepechbutall ce0s BCeM Ba-
muM KoHTakTaM. [lonp30Bareny HaKMMalld HAa HMHTEPECHOE BIIOKEHHE, YTOOBI
MPOYUTATh, KTO K€ UM TaM MPHU3HAECTCS B JIOOBH M MPOUCXOJIUIIO 3apAKECHHUE CH-
CTEMBI.

TDL3 - I'pynmny xakepoB OOBHHIIIA B CO3/IJaHUN OOTHETA, C MOMOIIbIO KOTO-
pPOTO cO3/IaTeN PYTKUTA U BJIAJCINIbIIbl HHTEPHET PECYPCOB HAKPYUHBAIH ceOe Io-
CETUTENCH, MAHMIYJIUPOBAIM PE3YJIbTaTAMH MOUCKOBOW BbIIayd, OOMAaHBIBAJIU
CUYETUYMKHU PEKJIaMbl, TOMUJIN C MOMOIIBI0 «4epHOTro SEO» KOHKYPEHTOB.

WANNACRY - 12 mas 2017 roga oKojJ0 MHUJUTHOHA KOMITBIOTEPOB OoJjiee
yeM B 200 cTpaHax MHpa MOJABEPIIMCHh HACTOSIIIEN CIUIAHWUPOBAHHOW M IIEJIEHA-
IIPAaBJICHHON aTake. BOJIBIIMHCTBO KPYIHBIX KOMMEPYECKUX OpraHU3aluil U mpa-
BUTEJILCTBEHHBIX YUPEXKIACHUNW HE CMOTJM BKJIIOYUTH CBOM KOMIblOTephl. Ha
sKpaHe OblUIa HAANKCh, MpeJararolias 3ailaTUTh BBIKYIN, WHA4Y€ HHQPOpMALIMS
0JIOKMpOBAJIACh M HE MOJIeKalIa BOCCTAHOBIICHHIO.

4, BpIBOJ

B Bek nudpoBH3aIuu HY»KHO BKJIaJIbIBATh CHIIBI M (DMHAHCHI B Pa3BUTHE KH-
0epOe30macHOCTH.



Xl Beepoccutickast HAyqHO-TIpaKTHYIeCKass KOH(DEPEHITHS
MoIoabIX yaeHbIX « POCCHUSA MOJIOJAS»

211335 21-24 anpensn 2020 r.

Tak kak GoJbIast 4aCTh COBPEMEHHBIX MPOU3BOCTB 3aBs3aHa Ha IU(PPOBOM
obmeHne nHpopMaluen, ynpapieHUH.
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